
 

 

Compliance with GDPR 

 

The safety and protection of personal data is a top priority at the European Research 
University and across the entire PRIGO group. As part of our commitment, we have developed 
a detailed directive outlining the measures we have implemented to safeguard the personal 
data of our students and employees. This directive is available to you in printed form at the 
Rector’s Office of the University. 

 

For further information or any inquiries, please contact our General Data Protection Officer, Ms. 
Tereza Adamčíková, at +420 734 151 725 or via email at zrizovatel@prigo.cz. 

 

We have summarised our approach to personal data protection in the following Ten Principles 
of GDPR Compliance: 

1. Minimisation 
We process only the personal data that is essential to meet legal requirements and 
ensure the smooth operation of our organisation. 

2. Accuracy 
In collaboration with you, we update personal data to ensure that we always have 
current and accurate information. 

3. Retention Limitation 
Personal data is archived only for the necessary period (as required by law or your 
consent), after which it is securely deleted. 

4. Non-Transferability 
Except where required by law, we do not share your personal data with third parties 
without your consent. 

5. Documentation 
We maintain detailed records of processing activities to ensure full oversight of how 
your personal data is handled. 

6. Security 
We have implemented technical and organisational measures to protect your personal 
data from unauthorised or unlawful processing, as well as from damage, loss, or 
destruction. 

7. Transparency 
We are transparent about the methods we use to protect your personal data and expect 
the same from our business partners. We only collaborate with partners who ensure the 
safety of your data. 



 

 

8. Personnel Training 
Our employees are trained in personal data processing in accordance with GDPR 
regulations. 

9. Communication 
We are here for you and are happy to provide information or answer your questions. We 
welcome your feedback and take it seriously. 

10. Commitment to GDPR Compliance 
We view GDPR not as an administrative burden, but as an opportunity for improvement. 
We continuously monitor legislative changes and enhance our internal processes to 
maximise the protection of your personal data. 


